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CCTV PERSONAL DATA PROCESSING INFORMATION  

WHO COLLECTS MY DATA?

 

The Company under the name "CRS LIKNOSS SINGLE MEMBER S.A., DESIGN, DEVELOPMENT, COMMERCE AND SUPPORT OF SOFTWARE PRODUCTS - ELECTRONIC 
MANAGEMENT, DISTRIBUTION AND PROVISION OF SUPPORT SERVICES RELATING TO TOURISM, TRANSPORTATION & ENTERTAINMENT EVENTS', with the distinctive title 
'CRS LIKNOSS' (hereinafter referred to as 'the Company' or 'CRS LIKNOSS'), having its registered office in Athens, Greece, located at ave. Ilioupoleos 2-4, 17237, Ymittos, 
with VAT number 099753834 is the Data Controller for the purposes of the GDPR in the context of CCTV processing at our premises. All data is retained and processed in 
accordance with the Company's CCTV Policy, which is available at the entrance of the offices. The Company collects and processes personal data about you through the 
CCTV system. This notice applies to all natural persons visiting the premises on ave. Ilioupoleos 2-4, 17237, Ymittos. 

WHAT DATA DOES THE 

COMPANY COLLECT?

 

CCTV - Image collection through video surveillance system:  

The video surveillance system (CCTV) is installed in strategic locations for safety and security purposes only. CCTV is used solely to ensure the security of the Company's 
business premises, the safety of staff and visitors, and the assets and data located or stored on the premises.  For more information about the surveillance zones and 
how the video surveillance systems work, please contact us at dpo@liknoss.com or 2119558800. 

WHAT IS THE LEGAL BASIS 

FOR THE PROCESSING? 

 

 

The legal basis for the processing of personal data collected through the CCTV system is the legitimate interest of the Company to ensure the safety and security of 
employees and visitors and the protection of persons, property, the Company's premises and data on the premises from unlawful acts. 

WHO HAS ACCESS TO MY 

DATA? 

 

Access to CCTV data or access control system records is restricted to a small number of clearly defined individuals based on the 'need to know' for the performance of 
their duties.  The Company shall determine the purpose and extent of the access rights of such persons. Each employee involved in the processing of personal data is 
contractually bound and signs a confidentiality agreement. A relevant contract shall also be signed by all external partners and their staff. Police authorities, official 
judicial authorities, and the security services of other European institutions or relevant international organisations may have access, if necessary, with regard to the 
investigation or prosecution of criminal offences.  

Your data will not be transferred outside the European Economic Area. 

FOR HOW LONG WILL MY 

DATA BE KEPT? 

  

 

 

The personal data collected through the above described methods are stored and processed in accordance with the current regulatory framework for the protection of 
personal data in order to ensure the security of the offices, employees and visitors to the site and are kept for fifteen (15) days. At the end of this period, the data shall 
be deleted.  

Data may be retained for a longer period of time only in the event of an incident, offence or criminal act and on the order of the public prosecutor or the police authority, 
as provided by law. 
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HOW DO YOU PROTECT MY 

DATA? 

 

 

The Company, its employees, processors, assistants, agents have implemented appropriate technical and organizational measures to ensure, as far as possible, the most 
appropriate protection of personal data against accidental or unlawful destruction, loss, alteration, unlawful disclosure or access to them and any unlawful processing, 
as well as to ensure the possibility of restoring the availability and access to them. 

AT ARE MY RIGHTS?  

 

 
 

Under the GDPR you have the following rights:   

1. To request a copy of your personal data. 

2. To request the correction of your personal data if it is inaccurate.  

3. To request the deletion of the personal data you have provided. 

4. To request restriction of processing.  

5. To data portability*. 

6. To object to some form of processing of your personal data by us.  

You can exercise your rights by sending an email to dpo@liknoss.com. We will take all possible measures to comply with your request within a reasonable period of 
time, at the latest within one (1) month after your request is submitted and your identity is verified. This period may be extended by a further two months if necessary, 
taking into account the complexity and number of requests. If you believe that your rights are being violated, you have the right to lodge a complaint with the Data 
Protection Authority (www.dpa.gr) at the link https://www.dpa.gr/el/polites/katagelia_stin_arxi, Offices: 1-3 Kifissias Street, P.O. Box 115 23, Athens, Athens, Greece, 
Phone: +30-2106475600, Fax: +30-2106475628.   

*The right to rectification and portability is extremely limited in scope, due to the nature of the data and the limited period of time for which they are kept. However, in 
the context of exercising the right of access, you may submit a request under the same terms and conditions 

 


